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1. Introduction to the user manual

This manual is intended for use by KNX installers and describes functions and parameters of the Eelectron
Salto Connector and how the settings and configurations can be changed.
For the technical data of the device connected and the compatible accessories, please refer to the datasheet

of the Eelectron device IPSBA03KNX.
This manual is the essential guide to using and managing the Eelectron Salto Connector, the cutting-edge

software solution for access control.
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2. Product overview

The Eelectron Salto Connector (simply referred to as ESC) is a powerful, flexible, and scalable on-premises
middleware platform between the SALTO Space access control system and KNX networks, enabling
seamless communication between electronic locks and building automation devices.

It allows real-time synchronization of status information and commands between SALTO system and KNX
components via the IPSBAO3KNX bridge, ensuring consistent and reliable system integration.

Before proceeding, it is recommended that you familiarize yourself with the functions of the SALTO system
and ensure that all required hardware and software components have been correctly installed.

The purpose of this documentation is to provide system integrators and administrators with the clear, detailed
instructions necessary to configure, monitor, and fully leverage all the powerful features offered by the

Eelectron Salto Connector.
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3. Configuration step-by-step

A

Your connection is not private

Attackers might be trying to steal your information from 10.10.10.169 (for example,
passwords, messages, or credit cards). Learn more about this warning

NET:ERR_CERT_AUTHORITY_INVALID

Q Turn on enhanced protection to get Chrome's highest level of security

Advanced Back to safety

01

Step 01 - Access to the Eelectron Salto Connector Dashboard occurs through an HTTPS connection
protected by the TLS protocol.

When the user connects to the dashboard for the first time, the browser will display a security prompt
requesting confirmation to trust the certificate presented by the system.

Eelectron_Salto_Connector EN_1.0 KNX 6
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A

Your connection is not private

Attackers might be trying to steal your information from 10.10.10.169 (for example,
passwords, messages, or credit cards). Learn more about this warning

NET:ERR_GERT_AUTHORITY_INVALID

Q Turn on enhanced protection to get Chrome's highest level of security

Hide advanced Back to safaty

This server could not prove that it is 10.10.10.169; its security certificate is not trusted
by your computer's operating system. This may be caused by a misconfiguration or an
attacker intercepting your connection.

Proceed to 10.10.10.169 (unsafe)

02

Step 02 - Because the certificate is issued by a private Eelectron Certification Authority, it is not
automatically recognized by public browsers.

For this reason, the browser will ask the user to manually accept the certificate before granting access to
the web interface.

For security reasons, the certificate is configured with a limited validity period.

This means that, when the certificate is automatically renewed or regenerated, the browser may request
a new confirmation to trust the updated certificate.

Eelectron_Salto_Connector EN_1.0 KNX 7
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Qeclectron

DEVICE COMMISSIONING
" USER NAME

* PASSWORD ®

* CONFIRM o

COMMISSIONING

€l Ready

03

Step 03 - Initial Administrator Registration.

At the first system access, the platform will prompt the user to register an administrator account by
specifying a username and password.

Once the registration is completed and confirmed, the administrator can log in to the dashboard using the
newly created credentials.

Eelectron_Salto_Connector EN_1.0 KNX 8
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Qeclectron

LOGIN
*USER NAME  building-service

"PASSWORD  .ereeereerenn -3

cll Device commssioned with username building-service

04

Step 04 - Once the registration is completed and confirmed, the system will automatically redirect to the
login page. At this point, enter the newly created credentials to access the dashboard.

Eelectron_Salto_Connector EN_1.0 KNX 9
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g‘ [ § SALTO ProAccess Space x [ - 8 x

& C | A Nonsicuro | pe-salto®100/indexhtmibl/online-monitoring/access-paints > a o o - o

&£ SALTO ProAccessSp.. 5 SALTO ProAccess Sp..

B snuro space

Cardholders ~  Keys ~  Monitoring ~  Hotel v Tools +  System ~
System auditor

Online monitoring Visits istory

Operators.

Operator groups

NAME [-IR4 skl Y © @ SWIS BATEY TR
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Desktop reader

Access paints ~

ROOM_100_XS40ne

oM.

\ [<] Foom 1000
(]
©  ROOM_200_ABement SALTO Network

Calendars

Time zones:

General options

SAM & Issuing options
Third party readers
Attendance configuration
PMS Authorizations

System resources.

MENS: 1-3 Teat3 Pae: 111

DOOR OFFICE EMERGENCY LOCKER ALARM

pe-salto:8100index himi#!/general-options

== Q Cerca @ L g - G Q ﬁ er:a nuvol ~ B Qe 14/0:/1236320

05

Step 05 - System Connection Configuration

As defined in the system architecture design, the Salto Space environment must be aware of the endpoint
to which it should connect in order to synchronize data and exchange lock status information. To enable
communication between the two systems, it is necessary to configure the IP address of the Eelectron
Salto Connector within the dedicated configuration section.

Eelectron_Salto_Connector EN_1.0 KNX

10



Q)eeledr onN EELECTRON SALTO CONNECTOR

g‘ [ § SALTO ProAccess Space x [ - 8 x
< G A Nonsicuro | pe-salto:8100/index htmi#{/general-options Q = - 0
&£ SALTO ProAccessSp.. 5 SALTO ProAccess Sp..
B SALTO Space
Accesspoints ~  Cardholders ~  Keys ~  Monitoring ~  Hotel v Tools v System v
£+ General options
BAS
Type Maximum round tip time (sec)
In-room node BLUEREY)  w =
Description
eelectron
Host name Port number
| 10:10:10101] | 9999 °
) Disable commnication with SALTO service:
==
Al =h - 5°C 1358
mm Q Cer e e Cid me' nuvol ~ B DD 0 O

06

Step 06 - As defined in the system architecture design, the Salto Space environment must be aware of
the endpoint to which it should connect in order to synchronize data and exchange lock status information.
To enable communication between the two systems, it is necessary to configure the IP address of the
Eelectron Salto Connector within the dedicated configuration section.

w Important Notice:

The TCP port 9999 is a reserved and mandatory port dedicated to receiving client connections from
Salto Space at Eelectron Salto Connector side.

This port must not be changed, as it is required for the proper operation of the synchronization and
event communication process.

Eelectron_Salto_Connector EN_1.0 @(
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Qeelectron

88 SYSTEM STATE DEVICES COM“ﬂgsgN'NG

@ NETWORK Version o 13
(© TIMEZONE Build Oct 22 2025 14:32:5
3 SALTO Salto Space Client

(@ CREDENTIALS JE—

5 MAINTENANCE

Client (]
€] LogouT Connectad rooms
Registered rooms
UPLOAD CONFIGURATION i
LICENSE
Identity £c76d955-ee6c-4e01-9ac3-57423c405370
Verified
Max number of rooms
UPLOAD CERTIFICATE m

) Ready

07

Step 07 - STATE Section Overview

The STATE section provides a synthetic overview of the system’s current operating status. It summarizes
all key runtime indicators related to software versioning, Salto Space connectivity, broker communication,
and licensing.

GENERAL INFORMATION

Parameter Description

Version Indicates the current version of the installed module.

Build Displays the compilation date and time of the running software build.

Salto Space Client Shows whether the Salto Space system is currently connected to our platform.
MESSAGE BROKER INFORMATION

Parameter Description

Client Indicates whether the main connection to the message broker is active.

Connected Rooms Number of BRIDGEs connected to the broker after the enrollment phase.

Registered Rooms Number of devices that have been successfully enrolled and registered in the system.

DOWNLOAD / UPLOAD CONFIGURATION
Once the commissioning phase is completed, it's possible download and upload the broker configuration. This functionality
enables:

- Rapid deployment on other installations

- Backup and redundancy of configurations

- Restoration of operational parameters in case of system replacement

LICENSE INFORMATION

Parameter Description

Identity Displays the unique hardware identity of the machine.

Verified Indicates whether the license has been correctly validated.

Max. Number of Rooms Defines the maximum number of rooms that can be managed under the current license.

w If the product isn’t registered yet, the system will only allow synchronization and operation of one
single room registered in Salto Space

Eelectron_Salto_Connector EN_1.0 KNX
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LICENSE REQUEST

CUSTOMER INFO
* ORGANIZATION My Company
*UNIT Building Services
* COUNTRY IT
* STATE OR PROVINCE Milan

* LOCALITY P.za Duomo

Y E-MAIL administration@mycompany.com|

MAKE

CANCEL

08

Steps 08 /09 /10 - Product Licensing Procedure

To license the product, it is necessary to create a license request directly from the dashboard interface.
This process is initiated by clicking the “MAKE REQUEST” button located in the License section.

Once clicked, the system will prompt for several fields that identify the organization and installation
environment.

Confirm the request:

the system will generate a license request ee-salto.license.csr file.

Send the generated file to the license provider for validation and activation at the following email address
(sales@eelectron.com) specifying the number of rooms you intend to manage.

Eelectron_Salto_Connector EN_1.0 KNX 13
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@ Recents e Q Search

Shared
= Name Kind Date Added

Faverites ee-salto license.csr Document Today at 15:25
A\ Applications = ETS_Commissioning_key key Keynote Today at 16:43

* fad47576-0668-4bci2-8dd7-cAd4e7ad06¢.crt certificate Today at 16:57
2 Desktop

[ pocuments

5 pevelopment
@© Downloads

5 virtual Machines.
SHARE
Locations

& iCloud Drive

4} bir

Gray

Blue
Purple

@ All Tags...

Cancel
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Q’eelecrr'on' Salto Space BAS
83 SYSTEM STATE DEVICES

@ NETWORK Version o

(© TIMEZONE Build

G SALTO Salto Space Client

(@ CREDENTIALS BROKER

5 MAINTENANCE  (jiant
&) LOGoUT Connected rooms

Registered rooms

DOWNLOAD CONFIGURATION

UPLOAD CONFIGURATION

LIGENSE

Identity
Verified

Max number of rooms

MAKE REQUEST

UPLOAD CERTIFICATE

i Ready

COMMISSIONING
KEYS

138
QOct 22 2025 14:32:59

©

f30df38a-f184-4edb-a3f1-5be0aad1fa35

@

11

Step 11 - After Request Submission
Once the license is validated, a license file will be returned.

You can then upload this file in the same License section to activate the system permanently by clicking

the “UPLOAD CERTIFICATE” button located in the License section.

Eelectron_Salto_Connector EN_1.0 KNX
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Qleclectron

Salto Space BAS

88 SYSTEM STATE DEVICES GOMM'!E%DMNG

@ NETWORK DESCRIPTION uuio ACTIONS

(© TIMEZONE CREATE KEY
[ sALTO
(@ CREDENTIALS

25 MAINTENANCE

€] LoGouT

i Ready

12

Step 12 — Create Key
Once activated the system, click on “Create Key”.

Eelectron_Salto_Connector EN_1.0 KX



Q)eeledrcn EELECTRON SALTO CONNECTOR

CREATE KEY

* DESCRIPTION ETS Commissioning key|

CREATE

CANCEL

13

Steps 13/ 14 —- Commissioning Key
The Commissioning Keys section allows the creation of a unique key that the field operator will use during
the Enroll / Unenroll phase of each device through ETS.

Purpose:

commissioning keys ensure a secure and controlled enrolment process, allowing only authorized
personnel to add or remove devices from the system. Each generated key uniquely identifies the
commissioning session and is tied to the corresponding system instance. Once the commissioning phase
is complete, it is the administrator’s responsibility to remove the commissioning key from the system to
prevent any unauthorized use.

Eelectron_Salto_Connector EN_1.0 KNX 18
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=9 shared

Favorites
A Applications
) besktop

[ pocuments Name

<>

5] Development ee-salto.icense.csr
(@ Downloads

[ virtual Machines

[ sHARe

Locations.

& iCloud Drive

{2} bir

Gray
Orange
Yellow
Green
Blue
Purple

@ Al Tags...

[ ee-salto-space

2KB Document

Kind

Q search

Date Added

Today at 15:25

Qleclectron
83 SYSTEM

@ NETWORK

(© TIMEZONE

3 sALTO

(@ CREDENTIALS
5 MAINTENANCE

€] LoGouT

STATE

DESCRIPTION

ETS Commissioning key

Salto Space BAS

DEVICES

uuiD

f60a80c0da014905bb27 13812238546

COMMISSIONING
KEYS

ACTIONS
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Step 15 — Devices

Qleslectron
83 SYSTEM STATE DEVICES COMMISSIONING
KEYS
@ NETWORK - - a a a
(© TIMEZONE 1101 (] oM 0:10:08:15 10/28/2025, 17:19:26 1.1.6
COUMUAIGATES (EFT 0PENED
0 sALTO i3]
1103 (-] 3:08:09:43 10/28/2025, 17:19:26 116
BoEs.HaT CouRGAT
(@ CREDENTIALS
1105 (-] e 0:07:33:39 10/28/2025, 17:19:26 116
29 VALTENEE CONMUGATES PRV LT GPENED
LOGOUT 1106 (-] 60 3:16:23:20 10/28/2025, 17:19:26 116
g [T—— '
1107 (-] 6 0 3:16:23:36 10/28/2025, 17:19:26 116
CoumaracArES (EFT GrenED
1108 (] 00 3:16:23:15 10/28/2025, 17:19:26 116
BOSNOT COMNIGATE
1109 (] 00 3:16:23:15 10/28/2025, 17:19:26 1.1.6
comncTes
1110 (-] 00 3:16:23:36 10/28/2025, 17:19:26 1.1.6
CoMNGATES
1111 (] 00 3:16:23:15 10/28/2025, 17:19:26 1.1.6
ComGTES
1112 (-] 0o 3:16:23:15 10/28/2025, 17:19:26 1.1.6
BRSO GOMMUNIGATE
04 @ [ a . 2
1201 (-] 0:08:57:56 10/28/2025, 17:19:26 1.1.6
COMMUNIGATES FRACY,ATRUSION
1202 ° ot U 0:08:17:18 10/28/2025, 17:19:26 116
CONMUNIGATES FRIVACLEFT CFENED
1004 -” 00® il 2480228 1128090196 17:19:06 14
) Ready

The Devices section lists all synchronized rooms and their corresponding connection and status
information with Salto Space and the local system.
Each column provides a specific operational indicator useful for monitoring and diagnostics.

DEVICES PAGE DESCRIPTION

Column Detail

Description

ROOM (Total Rooms)

Displays the room number or identifier assigned during configuration. Represents the
total number of synchronized rooms.

ONLINE (Total Online)

Indicates whether the device linked to the room is currently connected to our system
(green)

Yes: device is online (orange)

No: device is offline.

STATUS Shows the room status as reported by Salto Space. This value mirrors the same status
visible in the Salto Space management interface.
Only one status is managed directly by our system: UNKNOWN, which identifies that
the device is not connected to the system.

UP TIME Displays how long the device has been continuously connected to our system. Useful

for verifying connection stability.

LAST UPDATE

Indicates the last time our system queried the device to retrieve its operational status
from Salto Space.

FW (Firmware Version/Consistency)

Shows the firmware version installed on each device. If all devices share the same

firmware version, this field will display “consistency” to confirm version uniformity

Eelectron_Salto_Connector EN_1.0
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R ETS6 Professional
NX version 5. 8272)

& 5 T ToplogyBackbone [ 1Pares |2 11TPlne 1 1.1.69 KNXIP Secure Bridge - AO3

New project + =} X

Ad X Delete L Download v B Diagnostics v 1> Undo B Panesv v @ @ @ @ Qv

T Topology v W0 Channels 6 [l Group Objects 5 Lt Paremeters [ DcA

B Properties >
B9 Search Folders g o 10}
B9 1 Download required Settings 0 Comments info
B9 0 Not assigned to a line Name
TIT Topology Backbone KNX IP Secure Bridge - A03
8 11Pares
S Indvidat Address
1 &
> 91169 KNX IP Secure Bridge - A03 B
Description

Last Modified  22/10/2025 1455
Last Downloaded -
Serial Number -

Secure Commissioning
Deactiated .
B8 Ac DeviceCerticate

Status

Unknown -

Please enable “Salto integration” from parameters to use the D

Groups

$ Find and Replace
Workspaces

B Todo ltems

D Pending Operations

> Undo History

16

Step 16 - By default, the Salto integration is disabled.
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ETS6 Professional

NR iion 631 (i 3272 New project
& > | T TopologyBackbone / [ 1Parea / |3 11TPline / {0 1.L69KNXIP Secure Bridge - AO3 L Dounlosd|v B3 Disgnostis 4 Highiight Changes 12 Default Parameters | &~ Undo B panesv | @Y @ @ | ©@ @ Qv
@ Topology v M Channels 7 [l Group Objects 10 [f} Parameters [F DCA B Properties >
Search Folders 1,69 KNX IP Secure Bridge - A03 > General Parameters > General Setting © B [=] [0}
B9 1 Download required Settings P Comments Inio
5 0 Notassigned toa line ~ & Genersl Parameters Delay to send telegrams onpowerup[s] |5 B Name
TH Topology Backbone Other power supplies on the BUS fine Ono yes KNX IP Secure Bridge - A03
1 paes GeneralSetting
eartbet (periodic ave notiication) nothing - Individual Address
v |2 11 P line Survslance Confguration Heartbeat (periodic aive notfication) i) - o
191169 KNX P Secure Bridge - A03 e Date and time source for timers © from8US  from NTP server :
40 1.1.255 Additional individual address. Description
Network Configuraion Input date abjects © Date and Time  DateTime
3 1.1.254 Additional individua adress
11 11253 Additonsl incivicual scress MQIT Configuation Request time st power ON o © yes
11,1252 Additonal individua adress mezone Mode custom © standar
o + f Diagnostic T Mod tom @ standard Last Modified ~ 22/10/2025 1436
111251 Adtions incinl s e s e B RS
General Parameters + G s ———
Disgnostic Timezane Location Rome -
Salto = D EmEER IP interface © always enabled bus controlled Secure Commissioning
Surveilance Deactivated v
@ Tmer Reset 2US object © disabled () enabled
Timer BB Acd Devce Certrcate
Logic 5 5 s Salto integration disabled O enabled st
Virtual Holders ‘Additional function 1 © 4logics 1 virtual holder Unknown v
Additionslfuncton 2 © slogis | Tuitalnolder o i
Additional function 3 © 4logics () 1virtual holder
Additional function 4 © 4logics ) 1 virtual holder
Additional function 5 © 4logics 1 virtual holder
Additionslfuncton 6 © 4logics 1 vitual holder
Additionalfuncton 7 © 4logics 1 vitual holder
Additional function 8 © 4logics () 1virtual holder

Groups

5 Find and Replace
BB Workspaces

B Todo Items

D Pending Operations

£ Undo History

17

Step 17 - Enable the “Salto integration” parameter on the “General Setting” page.
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« T Topology Backbone / [&] 1P area [2 117Pline /{0 1.1.69 KNX IP Secure Bridge - A3 X Delete L Download | v Diagnostics v | & Undo B Panesv | v © @ & ® Qv
m v W Chamels 7 B Group Objects 10 Lt Parameters [ DCA B Properties >
1.1.69 KNX IP Secure Bridge - A03 0 S S E - “ - Inf
Q) IPSBAO3KNX ettings Comments nfo
Server offine: .
Room number & Refresh :
B o Max rooms allowed: 0 Individual Address
o, e
Enrolled rooms 0
Description

Last Modified  22/10/2025 1456
Last Downloaded -
Serial Number - /'

Groups

$ Find and Replace
Workspaces

Bl Todo ltems

D Pending Operations

& Undo History

18

Steps 18/ 19/ 20/ 21 - In case of first-time configuration, the server parameters must be configured via
the “key” file previously generated. If the upload fails, the server-related fields are highlighted in red,

indicating an error state.
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[ e +

@ Topology
5 Search Folders
B8 1 Download required
B9 (0 Not assigned to a line
TIT Topology Backbone
I [ 11P area
v IS 11 TPline

< | TopologyBsckbone | [3] 1Parea  [3 117Plne 4 1.1.69 KNXIP Secure Bridge - AO3

v W Channels 7 O Group Otjects 10 U} Porameters [ DA

Q) IPSBAO3KNX

Server offline

Room number

Server address  Server port B o

~ 1591169 KNX IP Secure Bridge - A03

4 1.1.255 Additional individual address
4 1.1.254 Additional individual address
4 1.1.253 Additional individual address
1 1.1.252 Additional individual addre:
1 1.1.251 Additional individual addre:

Il General Parameters
Diagnostic

Salto

Suneillance

Timer

Logic

Virtual Holders

(# Enroll | Unenroll

[

P roicy e toune

~
&~

Max rooms allowed: 0

Enrolled rooms

o

X Delete L Download

& Disgnostcs v

£ Undo

1.1.69 KNX IP Secure Bridge - A03

Brosy @y 0 @ @ @ Qv
B Properties
@ =] =] 0]
Settings P Comments info

Name
Individual Address
11 69

Description

Last Modified 22
Last Downloaded
Serial Number - /.

Secure Commissioning

Deactivted
B8 ctd Device Certiote

Status

Unknow

88 Groups

5 Find and Replace
B Workspaces

B Todo ltems

D Pending Operations

i~ Undo History

>
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N3 E156 Professional

Yersion 6.1 {Buid 82721

& 11Paces [HRERI 7] 1.1.69 KNX IP Secure Bridge - AO3 X Delete 4 Download ~ BB Disgnostics~ | &> Unde B panes~ @v @ @ @ @ L+
M Chacosic 7 [ Group Objecte M) [f} Parammeters | (3] pCA B Properties >
sl | B coem e
Room number & Rafresh i
v [8] 1 1P arez ... N Max rooms allowed: 5 It e
Enrolled rooms 2 : 2=
Description
[ Enoll  J§ Unenroll 1000
8000

88 Groups

$ Find and Replace

22

Step 22 - Once the “.key”file has been correctly uploaded, the server data is populated in the appropriate

text fields and the server is online.

Eelectron_Salto_Connector EN_1.0 KNX 27



Q) eeleciron

EELECTRON SALTO CONNECTOR

« TIT Topology Backbone

111 Virtual Holders

4 New project
[3] 11Parea

~ |

[2 1179ine ] 1169 KNXIP Secure Bridge - AO3

W Channets 7 O] Group Otjects 10 1} Parameters

Q) IPSBAO3KNX

Server online

£ Configure

s [ oca

1.1.69 KNX IP Secure Bridge - A03

Room number

Ro

(= Enrolll Unenroll
Click to enrol

& Refresh
Max rooms allowed: 5

Enrolled rooms 2

1000

8000

X Delete L Download | v B Disgnostis | &> Undo B Panesv | @Y © @ | & @ Qv

B Properties
8
Settings P

Name

Individual Address
11 69

Description

Last Modified  22/10/2025 14359

Last Downloaded
Serial Number - /.

Secure Commissioning

82 Groups

5 Find and Replace
B Workspaces

Bl Todo Items

D Pending Operations

1~ Undo History

23

Steps 23 / 24 - Click on the “Enroll” button to add the desired room to the system.

Attention: the room number MUST NOT be already present in the system.
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28



Q)eclectron

EELECTRON SALTO CONNECTOR

Eelectron_Salto_Connector EN_1.0

Please insert the roem number

B 2009

29



Q)eeledrcn EELECTRON SALTO CONNECTOR

& = I Topology Backbone @ 1 1Pares I 1iTRine ] 1.1.69 KNX IP Secure Bridge - A03 + hdd Delete 4 Downlosd B2 Disgroatic i Unds EH panets L 0 9|2 Q@4
7 Topeleg < W Channels 7 [ GroupObjects 10 il Parmerers oca B Properties >
[ Search Folders

" 1.1.69 KNX IP Secure Bridge - A03 [~) M@ % c. w ‘ 9

ings P Comments
S Q) 1PSBAD3KNX =
I Tepology Backisane Room number o Refn
= Bo Max rooms allowed: 5 Indivicual Address
By Enrclled rooms 2
Description
[ Ewoll [ Ur 1000

8000
LastModified  23/10/2025 1458
Last Bownloaded -

Serisl Number ra

Waiting for device connection...

88 Groups

5 Find and Replace
B Workspaces
Todo Items

D Pending Operations

£~ Undo History

25

Steps 25/ 26 / 27 - Wait for the “Enroll” procedure to be completed.
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Bl Topslogy ~ % | O chamneis 7 [ Group Otjecrs M0 I Parsmeters 3 pea B Properties 3
3 Search Folders
P— 1.1.68 KNX IP Secure Bridge - A03 [>) | 88 Groups
; QJ IPSBAO3KNX
29 Hores £ Find and Replace
[ Topelogy Backbone Room number O Retres
ey i [y Max rooms allowed: 5 B Workspaces
B Todo tems

Enrolled rooms 2

© Pending Operations

1B KNKIP Secure Bidge - A3

! L configure » Restark: Firihedd
. V169 KNK P Sccure Biidge - A03

Connecting to server...

1 Unda History

26

Eelectron_Salto_Connector EN_1.0 KNX



Q)eclectron

EELECTRON SALTO CONNECTOR

& =5 | TN TopologyBackbene  [I] 1Paes |3 11TPlne 3 1.1.69 KNXIP Secure Bridge - A03

[y Search Folders

QJ IPSBAO3KNX

Server onkine

T Topotogy Backbone

wology * | M Chamnets 7 (M) Group Objects 18 I} Porometers DeA

.1.69 KNX IP Socure Bridge - A0Z

Room number o Fe

... 2000 Max rooms allowed: 5
Enrolled rooms. 2

(# trroll | Unenro 1000

8000

Loading device configurations...

Bl Properties
[>) | 88 Groups
5 Fing and Replace
B Workspaces
B Todo ltems.

D Pending Operations

{1169 KNKIP Secure Bridge - 403

» OomoaB(Al: finkhes

1 Undo History

Eelectron_Salto_Connector EN_1.0

27

32



Q)eeledr onN EELECTRON SALTO CONNECTOR

KRR e New project B+ =0 8
« T Topslogy Backbone  [6] 1Pasa I3 11TPine  E 1.L69KNXIP Secure Bridge - A03 X Delste 4 Downicad v B Dagrosts v &0 Undo Bl maekv Av O @ |8 @ 2v
v & oca Bl Properties
1.1.69 KNX IP Sacure Bridge - A03 [7) 28 Groups
5 Find and Replace
Room number &3 Refresh
@ B Workspaces
Max rooms allowed: 5
B B 2000
~ 47 1,159 KNX IP Secure Bridge - A2 Enrolied oo 3 Bl Todo ltems
25 a
= P> Pending Operatians
[ Evoll g Unenrol 1000
Actie Hatory

2000
& Clar History

1169 KNXIP Secure Bridge - AD3
1159 KNKIP Socure Bridge - AD3

1159 KNKIP Secure Bridge - AD3

e Undo History

28

Steps 28 - Once the procedure is finished, verify that the system's room list includes the last unit stored
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4. FAQ - Salto Space Integration

1. If we unroll a room, will it also be removed from the Salto Space?

No, unrolling a room affects only the middleware and does not remove the room from the Salto Space system.

In this context, enroll and unroll refer exclusively to the creation or deletion of MQTT client credentials in the
middleware.

The middleware operates based on the configuration present in Salto Space.
For example:
o If Salto Space has three rooms configured (e.g., Room 101, Room 102, Room 103), these rooms will be
visible and manageable through the middleware.
e Unrolling one of these rooms in the middleware does not modify the actual configuration in Salto Space.

You may have 1000 rooms enrolled in the middleware, but unless those rooms also exist in Salto Space, they will
not appear in the devices list.

The list of rooms visible in Salto > Devices reflects what is currently registered in Salto Space.

2. Synchronization

A synchronization process runs approximately every 60 seconds.

Important: Synchronization is only possible if Salto Space is correctly connected to the
middleware.

You can check the connection status by navigating to: Salto > State > Salto Space Client.

3. Replacing a Device That Is No Longer Reachable via LAN

If a device is no longer reachable via LAN and needs to be replaced, follow these steps carefully.

Important: The enroll and unenroll operations must always be performed using the
dedicated DCA in KNX ETS.

Replacement Procedure

Install the new device physically and connect it to the KNX bus.

Assign the physical address to the new device from ETS.

Open the Salto DCA in ETS.

Perform the Unenroll operation for the room number associated with the old device.

Once unenroll is complete, proceed with the Enroll operation for the new device, assigning it to
the correct room.

ar®d =

This ensures that the old device is properly removed and the new one is correctly linked to the system via the
middleware and Salto Space.
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4. Configuration

B sruo space

Access points ~  Cardholders ~  Keys ~  Monitoring -+ Hotel ~  Tools «  System ~

€+ General options

Dperators BAS Notsficaisons Locations / Functions Visstors

Genoral Devices. Hotsd Security Acoess points

Type

Desscription

eslecton

Host name Port number

10.10.10.31 9959 _

=
[ Disable communication with SALTO service

VIRTUAL MACHINE IPV4 ADDRESS THIS MUST BE 9999

B
SALTO SPACE Virtual Machine ETS6 - DCA
E—

tcp://ee-salto-space:9999 ! tpc:flee-salto-space:443
L
s
= eq ce-salto-space

tcp://ee-salto-space:3883 tep://ee-salto-space:8883 tcp:f/ee-salto-space: 8883

IPSBAO3KNX IPSBAD3KNX IPSBAO3KNX

oo od| ‘ oo od ‘ co EE| ’

inRoomNode* InRoomNode* inRoomNode*
Lock . Lock Lock
KNX KNX KNX
I
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